Meeting notes:  3rd Emergency Services Workshop

Day 1 - Tuesday, 10/30/2007

Time: 8:30am – 5:00pm

Disclaimer:  Meeting minutes are recorded in the style of loosely reiterating some of the slide points, (useful for placemarking), and then interspersed with Individual participant comments and questions (as able to be reconstituted in text).  These comments are typically denoted by a pre-pended “[ “ marking system.  Please refer to the published slide presentations to get literal slide wording, etc.
---------

Note: An attempt to capture individual attendee comments/questions denoted by “[ ” markings.  Comments shown as “[__?__” equates to an unknown commenter’s name.

---------

------------------------------
Administrative info:

Meeting location: Diegem (Brussels) Belgium

List of organizers:
Raymond Forbes

Hannu Hietalahti

Roger Hixson

Marc Linsner

Stephen McCann

Christian Militeau

Henning Schulzrinne

Hannes Tschofenig

Harry Worstell

…

Host: Cisco Systems

On-site organizer (logistics) Theo De Jongh

Sponsors: Cisco Systems Deutsche Telekom

Jabber scribe (2 sought)

 -- Richard Barnes

 -- Server = conference.ecotroph.net

 -- Room – esw07

Note taker (2 sought)

 -- Roger Marshall rmarshall@telecomsys.com

 -- ?
Lunches served in this building

Tuesday evening buffet is here – 18:00?

Wednesday evening bus ride to Antwerp leaves at 17:00 from here

Shirts – must go to EDAS registration site and input your shirt size and mailing address – this must be done by November 4 in order to get your shirt.

------------------------------

Agenda 

 -- Tuesday

 -- Wednesday / & status updates (afternoon)

 -- Thursday / Authority to Citizen discussion (afternoon)

see posted agenda at ESW website:

 http://www.emergency-services-coordination.info/2007Nov/agenda.html
MEETING START

------------------------------

------------------------------

Hannes Tschofenig

IETF (Internet Engineering Task Force) 

Internet Standards-based Emergency Service Architecture

A Tutorial

(see slide presentation)
Outline – building blocks, arch models, 

3 types – Authority-to-Citizen, Auth-to-Auth, Citizen-to-Authority

IETF ECRIT: History – Timeline, e.g., BOF 2004, but other discussions predate, going back to 2001 perhaps.

All of the IETF drafts specific to emergency calling can be found at:

http://www.ietf.org/html.charters/ecrit-charter.html
The framework document can be found at:

http://tools.ietf.org/html/draft-ietf-ecrit-framework-03
The phonebcp document can be found at

http://tools.ietf.org/html/draft-ietf-ecrit-phonebcp-02
Background discussion on How location is encoded?

IETF, 2-ways, 

Binary Format – for bandwidth constrained environments

XML encoding – i.e., PIDF-LO RFC 3863, is XML-based, reuses GML components

RFC 4119 deprecates the former PIDF-LO spec in that it fixes some fields problems.

[James_W: this shape set leverages the now OGC specifications]

 -- What location shapes are supported for geodetic location information?

PIDF-LO profile document is http://tools.ietf.org/html/draft-ietf-geopriv-pdif-lo-profile.txt
>HOW DOES TARGET OBTAIN LOCATION?

1.  Manual Provisioned or GPS, or

2.  Target obtains location information from a LIS in the access network

-- Link layer mechanisms (e.g., LLDP-MED, ongoing)

-- DHCP

-- HELD (work is ongoing

-- Architecture

LIS is close to the Target

[James_W. comment, it must be associated with the access network

HELD Example Requests
1. Give me my location

2. Give me my Civic location,

3. Give me my Geodetic location

Example Response (civic location request shown)

This is basic functionality, (despite its lengthy development time in the IETF)

-- Location-by-Reference

a couple of examples provided:

- sips:9769+357yc6s64ceyoiuy5ax3o@ls.example.com

- https://ls.example.com:9768/357yc6s64ceyoiuy5ax3o

HELD example of LbyR request
 -- How does a Proxy obtain location information on behalf of the Target?

Need a dereference protocol solution

Different URIs available:

-- SIP SUBSCRIBE/NOTIFY (in case of a SIP URI)

-- HTTP (in case of HTTP URI) http-identity individual draft document (more work to be done)
Explanation of IETF document status and types:

- RFCs one published, don’t change

- working group documents may change

- individual drafts are potential wg docs (must be accepted into wg)

Some details for the SIP SUBSCRIBE

Document: draft-ietf-location-filters-?

>IDENTIFYING THE EMERGENCY CALL

At the protocol, we would like to distinguish between an emergency and a non-emergency call type.  Therefore a mechanism needed to mark the call as emergency.

To do this, we use tokens, or URNs

Draft-ietf-ecrit-service-urn document

Also, another important element is, how does the end host know the number ‘dialed’ is an emergency number?

Home emergency numbers can be preloaded, but,

Visited emergency numbers are more difficult, for example when roaming to a different country.  

The mechanism which does this is LoST protocol.

>HOW TO FIND the CLOSEST PSAP?

LoST (Location to Service Translation) Protocol

Simple request/response to the LoST Server:

Location Information + Service URN
      ---- LoST ---->    
Emer. number / Service URN / PSAP URI / Service Boundary
Let’s look at each of the answers returned by LoST:

-- Emergency Number (example is if you asked for urn:service:sos.police while in the U.S., whereas LoST returns urn:service:sos, since the U.S. only has one service tier to contact.

Features: (see slide)

LoST Example <findService> Query with geodetic location info

There is another mechanism to return a boundary by reference, useful in bandwidth constrained environments, since PSAP boundary information sets can be quite large.

In this example a couple of URIs are returned, both one for SIP and one for XMPP, providing multiple ways/mechanisms to contact the PSAP, for example.

Example: listServices and listServicesResponse

Many different emergency services, including for
-- urn:service:sos

The returned response of

-- urn:service:sos.fire

-- urn:service:sos.police

…

>EMERGENCY CALL
Example messages shown.

Example call flows shown.

Architectural Models:  We try to respect the other communication models in use,

End Host-based model – location provided to end host

Proxy-based model – location is attached by proxy in messaging

Example slide of End Host based Model
Shown is the LbyV (PIDF-LO) delivered with the call.  

If LbyR, as mentioned earlier the PSAP end would need to do a dereference operation.

Comment on identity – Some VoIP service providers today have loose identity controls.

Notes slide:

Example of a Proxy based Model

Legacy Devices have some Disadvantages (see slide)
Notes on Media Traffic

- RTP based media traffic RFC 3550

- Minimum requirements for interoperability

- better features negotiated via SIP offer/answer, RFC 3264

- Test feature

 -- example, “urn:service.sos.fire;test” (goes all the way to the PSAP, and supposed to support audio)

>ADDITIONAL LoST DETAILS:

How should a VSP figure out which regional LoST Server to direct a request to?

Similar to DNS, not DNS.

Terminology, Which root, Forest Guide (contain the boundaries, for example a certain country), Resolver, Seeker.

Example of Seeker to Resolver to Forest Guide – for the U.S.

Finland has 15 (up to 2006, just one)

Australia has 2, but they essentially do a round-robin (for redundancy)

>LOCATION HIDING:

Some service providers want to provide coarse location, good enough for routing the call to the correct PSAP, and only provide a higher-resolution location to the PSAP.
>UNATHENTICATED EMERGENCY SERVICES:

3 Cases:

-- emer. caller has no credentials to the access network, but does have credentials for the VSP

-- emer. caller has credentials to the access network, but does not have credentials for the Voice Service Provider

-- emer. caller has credentials for either network access or VoIP provider, but is not authorized to make the call.

>CONCLUSION:

Technically challenging work,

Balance stakeholders needs/desires

Large number of stakeholders

ECRIT developed building blocks suitable for other architectures

------------------------------

/end of IETF tutorial

------------------------------

/break

------------------------------

Hannu Hietalahti

3GPP TSG CT chairman

4 3GPP groups:

SA

GERAN legacy GSM

__?_ 3G/UMTS 

CT Core Network technology

>3GPP IMS emergency call overview

Based on Rel-7 some mention of other prior Releases, some differences

Release 7 is frozen June 2007 – no further requirements/changes admitted.

Technically functionality defined.

As an engineer implementing Rel. 7, there will be changes, since it was only recently frozen, and justified changes due to serious implementation problems will force changes (as expected).

Division of Specifications

Stage 1, 2, 3 defined, and overall:
-- want IP-based emerg. Calls done in PS domain and using SIP

-- 3GPP references IETF where possible

Stage 1, Service Requirements

 -- 3GPP TS 22.101

 -- Service requirements

 -- Regulatory req.

Stage 2, Architecture

 -- TS 23.167 where differs from IMS 23.228

Stage 3, Specifications

 -- 24.229

Service Requirements

-- TS 22.101, both CS and PS defined

-- Protocol support – voice supported, Multimedia is FFS (for future study)

-- Routing to appropriate service point according to national regulations

-- Serving network is responsible to identify the most appropriate PSAP.

  - Location

  - Requested emer. service

-- Callback from PSAP to registered user after the emergency call

  - regulatory requirement in some countries

  - callback looks like a normal call – questions arisen around special incoming features, call divert, hold, etc. – currently no different action.

  - callback to user in limited service is challenging

    --- pageability of the UE; in which network to page?

    --- Normative protocol specification doesn’t exist but callback can be implemented via call release timers.  (one such implementation, Japan, to hold radio channel open for some amount of time, in case callback is needed)
Service Requirements on UE

-- Call triggers without an explicit number, e.g., Red emergency button or airbag sensor

  - some initial testing suggest that a red button type trigger in a normal phone is a bad idea.

-- Terminal supporting voice services shall also support emergency speech calls

  (data calls aren’t required to support emergency call use cases)

[Brian_Rosen – this will get you in trouble – what about the hearing impaired folks?
[Andres_Kütt – how to draw the line between hardware devices and software?
Regulators may think different

[Alain - Regulators do think differently, do take other methods as required.
[Hannu – then encourage member companies to consider broadening scope!
-- Terminal must support emergency calls in limited service mode

  - Limited service means,

   --- No (U)SIM

   --- No roaming agreement

   --- Service has not been subscribed to (e.g, GPRS)

   --- Illegal Mobile station (stolen phone or illegal (U)SIM)

   --- Technical fault that prevents authentication with (U)SIM

[Andres_Kütt - is there not a technical way for the network to cut off the limited service?  Doesn’t this impact PSAPs to some significant degree?
[Hannu – Glad you brought up the question, yes it is a problem, but the regulations require it at the moment
[Hannu – there is a way to block these calls if the regulators determine to do so
[__?__ do you see blocking of prepaid subscribers the same?
[Hannu – EIR equipment, (hunting stolen mobiles), there is a technical solution to block the calls at the radio level.]

Identification of the emergency call:

- Terminal detects emergency number

-- 112 & 911 support default for any terminal even without a (U)SIM
-- HPLMN can define additional e-numbers on (U)SIM

-- Serving network can download local e-numbers

  - 3GPP CS and PS support this requirement

-- Additional set of default numbers have been defined for the ME use if no (U)SIM is present (000,08,110,118,119,999)

-- Emergency “Red” button without dialing number optionally supported by the UE

- Possibility to identify different emergency services

-- police, ambulance, fire brigade, marine guard, mountain rescue

[__?__ comment about all the default number support requirement – example given of key-lock sequence firing off an emergency call over and over – and being made to look foolish (as the manager of the centre itself)  any way to not do this?
[Hannu – would like to see this requirement changed – to not support this, and Finland examples seem to reinforce this point of view.
Interaction between CS and PS domain

- CS + PS (IMS) capable mobile should give priority to CS emergency call

- Local numbers downloaded via serving network and HPLMN apply same to PS domain

- (see slide)

Location of emergency calls

- Location of emergency calls must be possible

- Locating emergency calls overrides subscriber privacy rules.

IMS Emergency calls in 3GPP, environment

High-level diagram (see slide)

- its up to the PSAP to distribute further, e.g., to specific type of call centres.

Architecture (slide shows 23.167 elements with some call flow and home vs. visisted coloring)

Note that the S-CSCF (shown in 

[Olaf (CMG) – does the location function in this diagram include RLP, and the like?
[Hannu –  many mechanisms could be employed, but from the 

[Olaf
[Milan Patel – at least in Release 7 so far, we do not specify, but will be implementation specific.
[Hannu – 

[Laura_Liess (Deutsch-Telecom) – For companies such as mine, who are implementing IMS in the core network for fixed networks, there is no P-CSCF in the visited network.  This is a real-world problem.
[Hannu – 

[Laura_Liess - currently there is no need to deploy a P-CSCF in the visited network
[Hannu – 

[Laura_Liess - there may be some good reasons for not having a P-CSCF in the visited network, such as configuration of customer premise equipment problems, etc.
[Latif Adid (IPV6 forum) what happened to exclusive IPV6?
[Hannu – IMS exclusive support of IPV6 was a bit too early, so supported IPV4
[Latif – what will the impact to emergency services be w/regard to IPV6?
[Brian_Rosen, I intend, that in North America that IPV6 be supported at the beginning, will also support IPV4, for all the reasons Hannu mentioned.
[Brian_Rosen – we should talk about the callback number…

Back to slides,

Main system elements:

UE – UMTS (3G)

E-CSCF

P-CSCF

S-CSCF – used for SIP registration and PSAP outgoing calls for limited service, subscriber callback case [CHECK THIS]

Protocol Requirements

- 24.229 TS specifies which IMS elements used

Functionality

(see slide)
[__?__ - trying to understand the need to say that only the roaming (visited) network would know which PSAP.
[Hannu – example, doubts that my Finnish network would know which PSAP to route to in Belgium, if the call initiated here from Belgium

[Richard_Barnes - 

[Hannu – if using LoST, then it would be able to do so
[Wilhelm_Schraam (Austria) ____ focus on existance of location and LIS …?
[Hannu – perhaps LoST could be used, but keep in mind 

[Kleep – Legal aspect, when roaming in Brussels, then can’t put legal requirement on home network, for example, in Austria.
[Brian_Rosen – only used to be the case, not any longer true, example given of hearing impaired caller, using a data only service, using Microsoft IM application, hosted somewhere in the U.S.  still must work.
…continue presentation slides

Main differences from normal calls (see slide)

Protocol entities, UE (see slide)

[___?___ when you say UE, this must be a 3GPP view, when using a laptop and modem card, this falls apart.
[Hannu – no it doesn’t break down, since the card is a UE, but not necessarily the 3GPP UE.
[___?___ asking the question, what is the part/portion that will need to be tested 
[Hannu – will be hundreds of cases for testing, but a downloaded SIP stack from the network is not part of the Terminal.
[Stephen_McCann – IEEE, asking about corner case future multi-mode are 3GPP IMS compliant, with WiMax as an example
[Hannu – starting to look at this IMS communization for certification.
Protocol entities, P-CSCF (see slide)

- responsible for E-CSCF selection
Protocol entities, LRF

Protocol entities, S-CSCF

/end

[Richard_Barnes – will LoST be included as the mechanism for PSAP routing for 3GPP?]

[Hannu – Currently, LoST is allowed to be used

[Scott_Marcus – (…institute, Germany) network-based vs. GPS accuracy, in the U.S.

[Brian_Rosen – you’ve made a leap from network-based accuracy to the network supplies the location.  Some points you’ve brought up are important, but not associated per se.
------------------------------

/end of presentation

------------------------------

/lunch break
------------------------------

Afternoon Session

------------------------------

NENA Migration Working Group (a.k.a. “i2”)
NENA (N.A.) www.nena.org

VoIP Location Working Group (VLWG)

Brian Rosen presenting for James Winterbottom

i2 explained as VoIP emergency calling to the existing legacy PSAP network.

Compare legacy originating networks, such as Wireline and Wireless to VoIP originating network services.

Problem is that there is no requirement that the Access network and the Voice network are provided by the same entity.

Challenge comes with the “Nomadic” use case, where the access network changes, yet the same VSP is used.

VoIP originating (i2) looks a lot like a Wireless/CS setup.
Basic i2 diagram – listing interfaces.

[Marc_Linsner – do we have enough implementation experience with these interfaces to know what works and what doesn’t?
[Brian_Rosen – ask the question again at the end, and let’s talk about this.
Variant architectures shown as to V1/V2/V4, V1/V5/V4, V1/V6/V4 – mostly a difference as to who is operating the routing proxy.

VDB and ERDB, based on the MSAG (Master Street Address Guide) in North America.

Which ERDB to choose?

Root Discovery Node

[Marc_Linsner – is this a published protocol?
[Brian_Rosen – yes, by NENA
(Skipped over next stepwise routing chart.)

Internal View (High-Level)

ERT consists of r-ESN, SR-id, NPA

ESGWRI

Routing on Civic

- i2 was designed to support routing on Civic for fixed line residential subscribers

- Postal-like to MSAG translation happens in the ERDB

Message Flow Diagram

[Brian_Rosen – going back to previous question, how wide is the i2 architecture deployed? Not at all.  This

[Per_Palm (PSAP in Sweden) – if voluntarily left to fill in location information, what happens if you don’t fill it in?
[Brian_Rosen – you don’t get service
[John_Medland (BT) – What are some of the problems that are experienced

[Barbara Stark – what is the percentile of deployment?
[Brian_Rosen – don’t know exactly, somewhere around 90%

[Roger_Marshall – not able to quote a precise number, it’s either in the high 80’s or low to mid 90’s, largely based on the whether PSAPs are pro-active or not and want to support VoIP calls.
[Marc_Linsner reason to ask the question

[Latif_ - any update on VoIP from the FCC?

[Roger_Marshall

[Gunnar – what about TTY
[Brian – good point, we should probably look at that within i2.5

[Hannes – do you want to comment on i2.5

[Per – you mentioned Nomadic, but how does self-reported location get resolved with auto-reported location?

[Brian – the better one would be picked.
------------------------------

/end of presentation

------------------------------

VLWG VoIP Location Working Group

Presented by Brian Rosen (for James W.)

TRD Requirements document – has been updated, soon to be published.

TID Information Document – relevant for Wireline Replacement only.

What next? Framework for classifying “Quality” of location information

- How dependable, and why

- International (Roaming) impacts and support needed.

(see diagram)

[__?__ - what about the OMA work – how does this fit in?

[Brian_Rosen – yes, acknowledge that there is currently a challenge to knowing what OMA/IETF/NENA/3GPP/3GPP2 are all doing.

------------------------------

/end of presentation

------------------------------

NENA LTD-WG (Long Term Definition – Working Group, a.k.a. “i3”)

Presented by Brian Rosen
Currently revising the TRD (Requirements)

There is a Stage 2 Architecture document near publication.

There is also the start of a stage 3 specification.
- “i3” is a complete redo of the existing PSAP infrastructure, based all on IP.

- Gateways to legacy systems

Scope of i3

- boundary of the ESInet, with two exceptions

- Informative description of legacy originating networks

Functional Architecture for i3

(see diagram)

Entities

- ECRF (i.e., the LoST function)

-- Direct location to route by; no TN to route

-- ECRF is GIS-based – everything is a map

-- Both civic and geo are supported – PSAP only does the transformation between the two.

- ESRP (SIP Proxy)

Diagram shown

- Legacy Wireline Origination

Diagram shown

- Legacy Wireless/CS Origination

Diagram shown

[Richard_Barnes – is the LIS acting as the proxy?

[Brian – the LIS shown is just a protocol converter as shown here.
[Huey_Tan - trying to understand the scope of NENA work

[Brian – the ECRF is in scope – all white boxes shown are out of scope for NENA.
I3 Characteristics

Inherently Multimedia: PSAPs will accept voice, video, and text.

 - Text can be IM, SMS or real time text

 - PSAP is on the Internet 
 - All calls arrive at PSAP ___?___

Features of i3 – 3rd Party Origination

- examples include Telematics (e.g., OnStar, Relay, Central Alarm monitoring)

- 3-way call

- uses SIP REFER and conferences

-

Features of i3 – Supplemental Data

- e.g., building floor plans

(see list on slide)

- information about the caller (i.e., the person, not device)

- added as a Call-Info header with a URI pointing to an XML data structure.

[Gabor -
[Brian – yes, no carrier assumed

[Hannu – yes, that’s why some carriers have decided to no longer support uninitialized calls.  You also mentioned Overload, and I like how the LoST server is a central aggregation/control point for the PSAP.

[Brian – yes, overload is why LoST was designed as it was – to allow PSAP load shedding.
[Hannes – within LoST you can have multiple URIs returned

[Brian – yes, and you can also also put redirection into DNS
Features of i3 – Overload (“Congestion Control”)

3 cases – 

- Local incident generates more calls than call takers

- Major disaster generates more calls than responders

- Denial of Service Attack.

Treatment choices –  4

- Queue on one of several queues for answer

- 

Next slide (Overload con’t)

[Brian describes the Overload scenario – and solution
- ~20,000 call-takers active currently

[Huey_Tan - Question on attacks

[Brian – today, we think we can supply 4-10 Gigabits
[Hannu – in 3GPP there are mechanisms planned or built to filter out some attack scenarios, but there is at least one case where you can’t filter – background noise sent.
[Brian – some networks have lots of capacity to attack – one network heard it had 15 million zombies – don’t know if we can withstand that number, maybe we can withstand what these zombies produce – I don’t know.

[__?__ - with such a network, do you have an expectation of Quality of Service]
[Brian – yes, call-to-answer time goal is 2 seconds end-to-end., and realize that there is more to QoS than just setup latency.

[Wilhelm Schramm - since the ESInet will be on the Internet…

[Brian – no, the ESInet won’t be on the Internet, but will ride on IP, and connected to the Internet.

[John Medland- how do you see the PSAP networks migrating to multimedia?
[Brian – Policy is an important term here.
[Hannu – though carrier systems in can assume multimedia support – all is for not until the PSAP support multimedia.
[Huey_Tan - what is your forecast timeline for i3 to be implemented?
[Brian – Personally, I will say trial-use next year; first implementations in two years, as to when all PSAPs convert?  Completely unknown.
[Brian – in NENA, we’ve got from “you’re crazy” to “I think I want it, how does it get funded?” – So funding is where we currently are at.
------------------------------

/end of presentation

------------------------------

OMA Presentation

Olaf Lem (LogicaCMG)

MLS OMA Mobile Location Services - Architecture

Diagram Shown

MLP Mobile Location Protocol

PCP Privacy Checking Protocol

RLP Roaming Location Protocol

SUPL Secure UserPlane Location

Short introduction to GNSS

Satellites, having good timing T2 – T1 = Delta_T, yields distance 

3 or more distances can provide position.

Diagram of systems involved in GNSS

OMA SUPL 2.0 Sequence Diagram (call flow)

Differences between SUPL 1.0 and 2.0:

2.0 will support Galileo and other triggered events

[Brian – does SUPL have the capability of performing an updated location, based on movement?
[Olaf – In SUPL 2.0 triggered events does this.
[Brian – for PSAPs what we’d like to see is a period update – keep sending me location until some time.
[Olaf – yes, this has been built into SUPL 2.0.
[__?__ If someone from Sweden roams into Germany – how do you get your German location
[Isidro (Telefonica Spain) – point of SUPL, since it uses UserPlane, so as long as you have IP connectivity you have the location.

[Brian – can the PSAP implement SUPL at all?

[Isidro – the PSAP would implement MLP.

[Brian – how does the PSAP know which SUPL Server to send the request to – does it do this by TN

[Isidro – Can use TN, IP address, or other

[Wilhelm_Schramm - 
[Hannes – privacy policies with location – how does this work?

[Olaf_Lem – when you sign up with a service provider the provider asks for an opt in.

[Leopold_Murhammer - as far as I can see, there is no access to location servers in another country.

[Olaf_Lem – would need to use RLP from server to server.

[Richard_Barnes – to clarify, sounds like there that privacy is currently handled as an out-of-band business process.

[Olaf_Lem – yes, when you sign up, this is specified as a policy question.

[Scott_Marcus – OEFeg – Must be supported by Roaming agreements then?

[Olaf_Lem – then it wouldn’t be included in a std 

------------------------------

/end of presentation

------------------------------

Presenter: Bryan Mclaughlin (Cisco)

U2010 Ubiquitous

Not Citizen-to-Authority

Industry, Gov’t, Academia make up the group of participants

Today – 

Increased dependence on “ubiquitous” and “ad-hoc” networks.

In case of fire and police network – where one goes down, is it possible to combine both over the one remaining.

Goals of U2010

- IP-based Public Safety

- Trials and Validation

- Influence standards

- Showcase U2010 results

Framework slide
Broad scenarios to test/demonstrate results:

- Alarm System

- Mountain Rescue 

- Fire Service

- Sensor Monitoring

- Extrapolation of results to another European site (Slovenia)

[Brian – you’ve fallen into the trap of not referring to PSAPs as an integral part of the network of emergency responders.
[Bryan – yes, I agree that the way your (Brian’s) earlier proposal of a divisional hierarchy, e.g., State, regional, and local level PSAPs is right on and needed for scalability.

[Stephen McCann – I think you’ve got a problem with Wireless LAN access, namely the scenario of the Fire responders accessing the McDonald’s hotspot LAN – typically you’ve got to pay the price of entry for service.  Would like to liaise with your organization.]

[Bryan – agree, good comments, (made the same comments a year ago)

------------------------------

/end of presentation
------------------------------

Public Safety Communications Europe Forum

www.psc-europe.eu

Latif Ladid
Roadmap - 

Constituency (slide)

Development Cycle
Project collaborations

Example of area of non-collaboration: Spectrum
[Do we know what is going on with the 700 MHz Spectrum?

[Stephen_McCann 802.11 – in 802 there is a group “P” which is looking at this.

[Harry_Worstell – 700MHz will be licensed, is moving TV out to another frequency, and is currently going through bidding process.

[Marc Linsner – Do believe that 700 MHz is divided up into three blocks, A,B,and C, with the 3rd block having a 10 MHz band which must be used to support emergency services.

IPV6 Features list.

------------------------------

/end of presentation

------------------------------

/end of day1

------------------------------

